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SECURITY CLASSIFICATION GUIDE
Operations

 ENDURING FREEDOM & NOBLE EAGLE

1. Purpose.  This document provides instructions and guidance on the classification of
information involved in Operation ENDURING FREEDOM and Operation NOBLE
EAGLE.  It is designed to establish the minimum classification required for information
related to the current operation and homeland security.  Previous guidance established by the
U.S. Central Command, Joint Staff, the Intelligence Community and others are annotated as
derivative actions; i.e. readers shall coordinate with the principal office of record for any
questions, actions, or modification of their original decisions.

2. Authority.  This guide is issued under the authority of the Assistant Secretary of Defense,
Command, Control, Communications and Intelligence (ASD(C3I)) and is in accordance with
DoD 5200.1-R, "Information Security Program" and the provisions of Executive Order (EO)
12958, "Classified National Security Information."   This guide shall be cited as the basis for
classification, reclassification, or declassification of information and materials related to
Operations ENDURING FREEDOM and NOBLE EAGLE under DoD cognizance and
control. 1  Changes in classification guidance required for operational necessity will be made
immediately upon notification and concurrence of the Office of Primary Responsibility
(OPR).

Classification decisions based on previous guidance (e.g. intelligence information or major
weapon systems) shall cite the originating agencies' determination.  This guide includes
references to those areas as a convenience to the reader and is not intended as a supplement
or replacement guide.

The guidance is applicable to information generated by and in support of the Department of
Defense in executing the specified operations.

To expedite mission support, this guidance is effective immediately.  Recommendations for
changes, additions or deletions should be forwarded to the OPR (see paragraph 3).

                                                                
1 Sharing information with coalition partners is subject to provisions of the National Disclosure Policy and
international security agreements under the cognizance of USD(P).  See DoDD 5230.11 for additional guidance.
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3. Office of Primary Responsibility (OPR).  This guide is issued by and all inquiries concerning
contents and interpretations as well as recommended changes should be addressed to:

Director of Security
OASD(C3I)/S&IO
6000 Defense Pentagon
Washington, DC  20301-6000
(Action Officer: Ms. Cynthia Kloss, phone: 703-693-2473, fax: 703-614-9660, email:
Cynthia.Kloss@osd.mil)

Classification authority will transition to the Executive Agent for Homeland Defense or the
Operational Theater Commander without prior notification or coordination.

4. Classification Challenges.  If at any time, any of the security classification guidance
contained herein is challenged, the items of information involved shall continue to be
protected at the level prescribed by this guide until such time as a final decision is made on
the challenge by the appropriate authority.   Classification challenges should be addressed to
the OPR.  Appeal procedures to classification determination are found in DoD 5200.1-R.

5. Reproduction, Extraction and Dissemination.  Authorized recipients of this guide may
reproduce, extract, and disseminate the contents of this guide, as necessary, for application
by specified groups involved in Operations ENDURING FREEDOM and NOBLE EAGLE,
including industrial activities.  Distribution of this document is in accordance with DoDD
5230.24, "Distribution Statements on Technical Documents."  Distribution Statement C
limits distribution to U.S. Government Agencies and their contractors only.  All other
requests should be forwarded to the OPR.

The Joint Staff will ensure copies of this guide are immediately disseminated to the
Combatant Commands.

6. Public Release.  Even though this guide shows certain details of information to be
unclassified, that information is not automatically authorized for public release.  Official
DoD information intended for public release must be reviewed for clearance in accordance
with DoD Instruction 5230.29, "Security and Policy Review of DoD Information for Public
Release."  The first mechanism for public release is the Assistant Secretary of Defense for
Public Affairs and their Component counterparts.  Warning:  It is imperative that all
information be processed through official security review channels since information
may not be reclassified once it has been declassified and released to the public under
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proper authority.

The Freedom of Information Act (FOIA) provides a means for the public to request
information from the U.S. Government.  Where possible, the information will be provided.
However certain information is exempt from disclosure.  A list of exemptions is found in
DoD 5400.7-R, "DoD Freedom of Information Act Program."

7. Web Sites.  Information posted on any unclassified web site must comply with requirements
stated in DepSecDef memorandum, “Web Site Administration,” December 7, 1998, as
amended (http://www.defenselink.mil/webmasters).  Prior to posting, the potential for
increased sensitivity due to electronic aggregation with other information or by volume must
be considered.  This document and other information exempt from disclosure when requested
under the FOIA will not be posted to public web pages or web pages with access restricted
only by domain or IP address (e.g., .mil restricted).

8. Foreign Disclosure.  Any disclosure to foreign officials of information classified in
accordance with this guide shall be in accordance with the procedures set forth in National
Disclosure Policy or other established agreement(s).  Special procedures are established to
guide operational units in the release of information to their coalition partners  (see Appendix
E).

9. Definitions.  See Appendix F.

10. Identification.  Information will be assigned classification levels as defined in Section 1.3 of
EO 12958 (also see Section 3, DoD 5200.1-R). Classified information found in open sources
should not be assumed to be unclassified since it might directly impact on national security.
Only information that is owned by, produced by or for, or is under the control of the U.S.
Government can be designated as national security information.  U.S. controlled information
includes that related to vulnerabilities that may be exploited and result in direct impact on the
national infrastructure.

11. Reason for Classification.  Classification is reserved for specific categories of information or
the compilation of related information.  As defined in EO 12958, the following categories of
information are applicable and referenced in appendices.  This guide includes original
decisions and guidance on derivative information.  Appendices B and C reflect the reason for
classification only for original determination.
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Section 1.5 Category Applicability
a Military plans, weapon systems, or operations Original determination
b Foreign government information Derivative
c Intelligence activities (including special

activities), intelligence sources or methods, or
cryptology

Derivative

d Foreign relations or foreign activities of the
United States, including confidential sources

Original determination

e Scientific, technological, or economic matters
relating to the national security

Original determination

f United States Government programs for
safeguarding nuclear materials or facilities

Original determination

g Vulnerabilities or capabilities of systems,
installations, projects or plans relating to the
national security

Original determination

12. Classification by Compilation.  Compilation of items of information, although individually
unclassified, may require classification if the compiled information reveals an additional
association or relationship meeting the standards for classification.  If this occurs, care must
be taken to specify the conditions that led to this decision. 2

13. Derivative Classification.  “Derivative classification” is the incorporating, paraphrasing,
restating or generating in new form, information that is already classified and marking the
newly developed material consistent with the classification markings that apply to the source
information.  The newly created materials can be classified higher than the source materials
when compiled with other data, but can never be classified lower.  As a general rule, all
markings and dissemination controls shall be carried forward.

14. Goal, Mission and Purpose.  Operation ENDURING FREEDOM is the name associated with
the war on terrorism outside the United States.  Operation ENDURING FREEDOM initially
comprises the combat operations, and support to those operations, directed against the Al
Quada terrorist organization and the Taliban government of Afghanistan.  The purpose and
goal of Operation ENDURING FREEDOM is to eliminate global terrorism.  Classification
guidance specific to Operation ENDURING FREEDOM can be found in Appendix B.

                                                                
2 Examples of compilation may include the listings of frequency assignments related to an operational mission; data
related to investigations; listing of critical infrastructure locales which may be vulnerable when compiled, etc.
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Operation NOBLE EAGLE refers to U.S. military operations in support of homeland defense
and civil support to federal, state and local agencies in the United States.  The goal and
purpose of Operation NOBLE EAGLE is to deter future terrorist attacks within the United
States and to assist with the recovery from the September 11, 2001 terrorist attacks in New
York, Washington, D.C, and Pennsylvania.  Refer to Appendix C for classification guidance
specific to Operation NOBLE EAGLE.

15. Special Handling and Procedures.  Modifications to current safeguarding procedures
established by DoD 5200.1-R include:

(1) Classified meetings and conferences are restricted to cleared U.S. Government and U.S.
Government contractor facilities.

(2) Release of information to coalition partners will be clearly marked on all documents,
orders, and information.  E.g. message traffic will be marked Secret/Rel to (name of country)

16. OPSEC.  Operations Security (OPSEC) requires heightened attention to include guarding
against transmitting sensitive or classified information by telephone, cell phone, pager, fax
machine, or other electronic devices, as well as carefully evaluating the potential impact of
information released on websites and in press releases.  All OPSEC and Web Site
Administration policies remain in effect.

17. Marking Requirement.  Documents and other products will be marked in accordance with
DoD 5200.1-PH, "DoD Guide to Marking Classified Documents."  Documents will be
derivatively classified with this security classification guide used as the source.  Markings
shall reflect the following:

Derived From:  Operation ENDURING FREEDOM and Operation NOBLE EAGLE SCG,
Dtd

Declassify On:  <see the date/event stated in the declass column of Appendix B or C as
appropriate>

When using multiple sources, include a listing of the sources with the original record copy of
the document.

18. Declassification Guidance.  At the time of original classification, the OCA will determine a
date or event on which the information will be declassified.  The OCA may exempt specific
information from declassification requirement if the release of information could damage
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national security.  Appendices B and C refers to exemption categories X-1 through X-8
reflecting the following reasons.

X1 Reveals intelligence source, method, or activity, or a cryptologic system or activity
X2 reveals information that would assist in the development or use of weapons of mass

destruction
X3 reveals information that would impair the development or use of technology within a

U.S. weapon system
X4 Reveals U.S. military plans, or national security emergency preparedness plans
X5 Reveals foreign government information
X6 Damages relations between the U.S. and a foreign government, reveals a confidential

source, or seriously undermines diplomatic activities that are reasonably expected to be
ongoing for a period greater than 10 years

X7 Impairs the ability of responsible U.S. Government officials to protect the President, the
Vice President, and other individuals for whom protection services are authorized

X8 Violates a statute, treaty or international agreement
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APPENDIX A   REFERENCES
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4) DoD Directive 5400.7, DoD Freedom of Information Act Program, September 29, 1997.

5) DoD 5400.7-R, DoD Freedom of Information Act Program, September 1998.

6) DoD Directive 5230.24, Distribution Statements on Technical Documents, March 18, 1987.

7) Executive Order 12958, Classified National Security Information, April 17, 1995.

8) Code of Federal Regulation (CFR), Title 32, Part 2001, Classified National Security
Information.

9) DoD Instruction 5230.29, Security and Policy Review of DoD Information for Public
Release, August 6, 1999.

10) DoD Instruction 2000.16, DoD Antiterrorism Standards, June 14, 2001.

11)  DoD Directive 4500.54, Official Temporary Duty Travel Abroad, May 1,1991.

12) DoDI-C-5240.8, Security Classification Guide for Information Concerning the DoD
Counterintelligence Program (U), March 8, 1987.

13) DoDI-S-3600.2, Information Operations Security Classification Guide (U), August 6, 1998.

14) DoD Directive-S-3020.26, Continuity of Operations Plan (U), May 25, 1995.

15) JT Pub 3-61, Doctrine for Public Affairs in Joint Operations and DoDD 5122.5, Assistant
Secretary of Defense for Public Affairs (ASD(PA))
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NAVY:  Offices and organizations subject to Navy specific guidance should refer to:

• OPNAV Instruction 5513.11B, enclosure (74), “Marine Corps Combat Operations,”
24 December 1997

• OPNAV Instruction S5513.3B, enclosure (17), “Combatant Ships,” 6 November 1984

• OPNAV Instruction S5513.3B, enclosure (08), “Auxiliary Ships,” 6 November 1984

• OPNAV Instruction S5513.4D, enclosure (05), “DON Security and Investigative Matters,”
25 May 1994

• OPNAV Instruction S5513.4D, enclosure (12), “Operations Security (OPSEC),” 25 May 1994

• OPNAV Instruction S5513.5B, enclosure (37), “Submarine Warfare Matters,” 25 Aug 1993

• OPNAV Instruction S5513.15D, enclosure (02), “NSW Plans, Operations and
Deployments/SEAL Tactics, Techniques and Procedures,” 24 Jul 2000

AIR FORCE:  Offices and organizations subject to Air Force specific guidance should
refer to:

• AFI 21-103, "Equipment Inventory, Status and Utilization Reporting," 20 July 1998
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APPENDIX B
Security Classification Guidance for Operation ENDURING FREEDOM

ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

1. UNIT DEPLOYMENT DATA

1.1 Specific details and identity of units
planned for mobilization, deployed to, or
planned for deployment to, Operation
ENDURING FREEDOM that have not
been officially announced through official
Public Affairs (PA) channels.

CONFIDENTIAL 1.5a Declassify upon completion
of deployment or official

announcement of deployment.
Some information may

remain classified as
determined by Field

Commanders.

See Note2

1.2 General geographic location of units
deployed in Operation ENDURING
FREEDOM (e.g. country or area).

UNCLASSIFIED See Notes3 and 4

                                                                
1 1 The Reason and Declassification Instructions are only annotated for original classification decisions.  Additional guidance referring to information already
under the classification cognizance of another office or agencies are addressed here for reference.  In all cases, classification challenges and appeals for derivative
entries should be addressed to the OCA or OPR for that data.  Shaded blocks refer to derivative decisions.
2 Disclosure guidance set forth in Unclassified SECDEF message dtg 200601Z Oct 01, Subj: Public Affairs Guidance (PAG)
3 Security Guidance for National Disclosure Policy is found in DoDD 5230.11 - information listed is subject to provisions of standing agreements with host
country.
4 Individual aircraft involved in Operation ENDURING FREEDOM should enter location into automated information systems even if pseudo site must be used.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

1.3 Specific geographic location of units
deployed in Operation ENDURING
FREEDOM (other than Special
Operations Forces).

UNCLASSIFIED -
SECRET

1.5a Declassify 30 days following
termination of Operation
ENDURING FREEDOM

For ex: Classified
SECRET when
deployed units are
vulnerable to
attack.
Unclassified for
base operations,
and support
functions.
Declassification
may occur earlier as
determined by the
Theater CDR as it
relates to sensitivity
and vulnerabilities
of the units
themselves.

1.4 Specific details of allied country
participation or support of Operation
ENDURING FREEDOM that have not
been published by the allied country’s
government and which would reveal
information classified by this guidance or
by the allied country.

SECRET 1.5b, 1.5d X-5, X-6, X-8 See Note 3

1.5 General geographic location of units
deployed in Operation ENDURING
FREEDOM belonging to nations who
request their involvement or degree of
involvement be protected from public
knowledge.

CONFIDENTIAL 1.5a, 1.5b X-5, X-6, X-8
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

2. LOGISTICS DATA

2.1 Overall, detailed Operation
ENDURING FREEDOM logistics plans,
showing sustainability of deployed forces.

SECRET 1.5a, 1.5g X-4 Detailed operations
may consist of the
identification of
hotels,
transportation,
eating facilities, etc.

2.2 General logistics plans for a brigade-
size or smaller unit.

UNCLASSIFIED

2.3 General logistics plans for a division-
size or larger unit.

CONFIDENTIAL 1.5a Declassify 1 year following
termination of Operation
ENDURING FREEDOM

2.4 Detailed logistics/sustainment plans or
operations revealing vulnerabilities,
weaknesses or strengths or based on
classified plans or operations.

SECRET 1.5a, 1.5g X-4

2.5 Details of logistics shortfalls
impacting mission accomplishment or that
identify vulnerabilities that could be
exploited.

SECRET 1.5a, 1.5g X-3, X-4 Logistics data in
and of itself is
unclassified.  It
becomes classified
when specifically
linked to a unit's
mission capability
or vulnerability, to
a specific
operational plan or
to a classified
geographic
location.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

2.6 Data on stock levels/density,
requirements, supply plans, resupply, and
status.

SECRET 1.5a, 1.5g Declassify 1 year after
termination of Operation

ENDURING FREEDOM.

See Section 7 of
this Appendix for
Special Operations
Forces.

2.7 Approximate number of tonnage,
humanitarian daily rations, sorties or
weapon systems

UNCLASSIFIED

3. FLOW AND TRAVEL DATA
3.1 Operation ENDURING FREEDOM
Time Phased Force Deployment Data
(TPFDD) Plan Identifiers (PID), except as
otherwise stated in subparagraphs 3.2
through 3.9, below.

SECRET 1.5a Declassify 30 days after
termination of Operation

ENDURING FREEDOM.

3.2 Total airlift flow or total surface flow
plan.

SECRET 1.5a X-4

3.3 Unit name combined with earliest
arrival date and latest arrival date (other
than Special Operations Forces).

SECRET 1.5a Declassify upon completion
of deployment or official

announcement.

3.4 Single flight or vessel plan that entails
operational risk beyond mitigation
measures provided by Protection of
Movement Information guidance in
JOPES5 Vol. I, II, and III.

CONFIDENTIAL 1.5a Declassify upon arrival at
destination.

Operational risk is
determined by the
Supported
Commander.
See Section 7 of
this Appendix for
Special Operations
Forces.

                                                                
5 Joint Operation Planning and Execution System (JOPES) issued by Joint Staff.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

3.5 CONUS travel plans of general
officers and dignitaries.

UNCLASSIFIED-
CONFIDENTIAL

1.5a Declassify upon completion
of travel

UNCLASS-without
specific
itinerary(ies)
CONF - with
specific itinerary
(ies).
Travel to covert
locations may
warrant higher
classification.

3.6 OCONUS travel plans of general
officers and dignitaries, without specific
itineraries.

UNCLASSIFIED Release of travel
plans is left to the
discretion of the
traveler.

3.7 OCONUS travel plans of general
officers and dignitaries, related to
operations including specific itineraries.

CONFIDENTIAL 1.5d Declassify upon return to
CONUS or end of travel

Travel to covert
location may
require higher
classification.  See
Note 6

3.8 Tasking orders, travel orders, and
other similar documents for individual
personnel when associated with Operation
ENDURING FREEDOM.

UNCLASSIFIED See Note 6

4. COMMUNICATIONS,
INCLUDING AUTOMATIC DATA
PROCESSING, CRYPTOGRAPHY, &
INFORMATION ASSURANCE (IA)

                                                                
6 Classification may be warranted for intelligence and/or special access program activities, travel, or mission support - see individual security classification guide
for additional instructions.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

4.1 Substantially complete listing of
communication network users (air and
ground), call signs, specific frequencies,
and identification of net participants.

SECRET 1.5a, 1.5c, 1.5g X-3, X-4

4.2 Communications effectiveness,
sustainability, and limitations as they
relate to Operation ENDURING
FREEDOM.

SECRET 1.5a,1,5c,  1.5g X-1,X-3, X-4

4.3 Fact that a particular outage
(communications, ADP, or internet)
would degrade command and control,
logistics support, or other functions.

SECRET 1.5a, .1.5g Declassify 30 days after
termination of Operation

ENDURING FREEDOM.

4.4 Specific geographic location of
communications units tactically deployed
in support of current operations.

SECRET 1.5a, 1.5g Declassify when departed
from theater of operations.
Declass 30 days following
completion of Operation

4.5 Alternative Command and Control
site plans.

SECRET 1.5a Declassify 30 days after end
of Operation ENDURING

FREEDOM.
4.6 Scheduled downtime for satellites or
tactical systems supporting Operation
ENDURING FREEDOM.

SECRET 1.5a, 1.5g Declassify 30 days after
termination of Operation

ENDURING FREEDOM.
4.7 Complete list of CRYPTOGRAPHIC
material(s) short titles or a short title with
active edition.

SECRET 1.5a, 1.5c X-1

4.8 Information regarding
CRYPTOGRAPHIC security violations.

SECRET 1.5c X-1
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

4.9 Doctrinal Schematics of the
Command, Control, Communications, and
Computers (C4) architecture.

UNCLASSIFIED to
SECRET

1.5e, 1.5g X1, X3, X4 UNCL - when
limited to doctrinal
presentation
SECRET - When
overlayed to a
specific
location/terrain or
theater - SECRET.

4.10 SIPRNET architecture and
configuration.

SECRET See SIPRNET
source guidance for
additional
instructions.

4.11 IRIDIUM directory. SECRET 1.5a Declassify 30 days after
termination of Operation

ENDURING FREEDOM.
4.12 Current INFOCON status of U.S.
forces and installations.

UNCLASSIFIED

4.13 Reason for declaring a specific
INFOCON level or risk analysis
associated with recommending a change
in INFOCON level.

CONFIDENTIAL -
SECRET

Classification
derived from
intelligence
sources.

4.14 Negative operational impact of
attack on U.S. computer systems.

SECRET -
TOP SECRET

Classified
according to
sensitivity of the
data (originator
responsibility).
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

4.15 Defensive measures in response to an
attack on U.S. computer systems.

UNCLASSIFIED -
TOP SECRET

1) UNCL:
INFOCON labels
and generic
defensive measures
not tied to specific
INFOCON.
2) C-TS: Details of
defensive measures
tied to a specific
INFOCON
(classification is
originator
responsibility).

5. TERRORISM & PHYSICAL
SECURITY
5.1 Current Force Protection Condition
(FPCON) Status and individual indicators
for recommending a change in FPCON
level.

UNCLASSIFIED -
SECRET

Force protection
levels are based on
terrorist threat
levels -
classification may
be warranted
dependent on those
reports.

5.2 Anti-Terrorist/Force Protection (AT-
FP) information, including risk analysis
and reasons for recommending a change
in FPCON level.

CONFIDENTIAL -
TOP SECRET

1.5a, 1.5c, 1.5g X-1, X-4, X-5, X-7 Classification
determined on
sensitivity of data.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

5.3 Vulnerability of U.S. installations to
sabotage or penetration.

SECRET 1.5g X-4 Declassify when
vulnerability no
longer exists at any
U.S. installation.

5.4 Critical Infrastructure Protection (CIP)
Listings.

SECRET -
TOP SECRET

1.5g, 1.5e X-4 SECRET—when
information
compiled is at the
Major
Command/Major
Subordinate
Command level.
TOP SECRET—
Compiled lists with
prioritization and
impact.

5.5 Location of Continuity of Operations
(COOP) facilities and assembly area
locations.

UNCLASSIFIED -
SECRET

Refer to
Component COOP
or DoDD-S-
3020.26.

5.6 Facts relating to COOP activation,
including reason for activating COOP,
persons deploying, deployment timetable,
and any other COOP deployment data.

SECRET Refer to
Component COOP
or DoDD-S-
3020.26.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

5.7 Physical Security Plans. CONFIDENTIAL -
SECRET

1.5a, 1.5e X-4 Complete listing of
AT measures must
be classified IAW
DoDI 2000.16,
however extracts
may be
unclassified.
Declassify if
superceded by
substantially
different plan.

5.8 Operations Security (OPSEC) plans. CONFIDENTIAL 1.5a X-4 Classify per content
of plan and
declassify if
superceded by
substantially
different plan.

5.9 Results of OPSEC surveys UNCLASSIFIED -
TOP SECRET

1.5a X-4 Classification based
on sensitivity of
findings.

6. OPERATIONS
6.1 Operation name. UNCLASSIFIED
6.2 U.S. and allied order of battle,
operational orders, or air tasking orders.

SECRET -
TOP SECRET

Classification
derived from
operational or air
tasking order.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

6.3 Specific enemy order of battle, other
than what is released to the public through
official channels.

CONFIDENTIAL -
TOP SECRET

1.5a, 1.5c X-1, X-6 CONF unless it
would reveal
sensitive
intelligence sources
or methods.

6.4 Command relationships, agreements,
and memoranda of understanding.

UNCLASSIFIED -
SECRET

1.5a, 1.5b, 1.5d Declassify 30 days after
termination of Operation

ENDURING FREEDOM.

Classification
determined on
sensitivity of data
and Country( ies)
involved.7

6.5 Concept of operations, total resources
required, and objectives relating to
Operation ENDURING FREEDOM.

UNCLASSIFIED -
SECRET

1.5a X-4
X-5 if allied units involved

UNCLASS  when
information is
general description
SECRET when
detailed
information is
presented.

6.6 Surface ship and Submarine location,
deployment and planned ports of calls8

UNCLASSIFIED -
TOP SECRET

See Note 8.

6.7 Tactical maneuver plans and
operational execution.

SECRET 1.5a X-4

6.8 Vulnerabilities and readiness of U.S.
or allied forces, including personnel,
equipment, and supply shortfalls.

SECRET 1.5a, 1.5b, 1.5g X-4, X-5

                                                                
7 Agreements with coalition partners may exempt information from declassification.
8 See additional OPNAV instruction S5514.5B & S5513.3B.  Dates of surface ship departure and return to U.S. ports is Unclassified; Scheduled ports of call is
CONF; Attack Submarine locations is CONF but may be classified up to TS depending on nature of mission.  The fact that any attack submarine is in port is
Unclassified.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

6.9 DEFCON status of Operation
ENDURING FREEDOM forces.

SECRET 1.5a, 1.5g X-4 Declassification
exempt if unit
vulnerabilities are
specified.  If not,
declassify 30 days
after termination of
Operation
ENDURING
FREEDOM.

6.10 Status and details of U.S. alliances,
including status of forces agreements,
deployment rights, privileges, airfield use,
and port availability, other than what is
released to the public through official
channels.

SECRET See Note 3.

6.11 Detailed estimates of operational
effectiveness, including intelligence,
counterintelligence, rescue, and
reconnaissance.

SECRET 1.5a, 1.5c, 1.5g X-1, X-4, X-5

6.12 Rules of engagement. UNCLASSIFIED -
TOP SECRET

Review Operations
Plans for detailed
instructions.

6.13 Fact of support from or to other U.S.
Government agencies for Operation
ENDURING FREEDOM.

UNCLASSIFIED -
TOP SECRET

Individual
agreements dictate
classification.  See
Note 3.

6.14 Targeting methodology, selection
process, and resultant target lists.

SECRET 1.5a X-4



FOR OFFICIAL USE ONLY 13

ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

6.15 OCONUS locations of weather
forecast and observation units in support
of Operation ENDURING FREEDOM.

SECRET 1.5a Declassify 30 days after
termination of Operation

ENDURING FREEDOM.

See Note 3 if a
foreign government
is involved.

6.16 Investigation matters related to
fratricide incidents.

SECRET 1.5a, 1.5g X-4

6.17 Critical Military Occupational
Specialty (MOS) shortages that may
impact Operation ENDURING
FREEDOM.

UNCLASSIFIED -
CONFIDENTIAL

1.5g Declassify when shortage is
eliminated.

Approximate force
strength is
UNCLASS.
Classification is
based on the
specific MOS and
impact of the
shortfall.

6.18 Accident and safety data. UNCLASSIFIED

6.19  General description of targets and
objectives.

UNCLASSIFIED

6.20  Approximate number of friendly
casualties.

UNCLASSIFIED

6.21 Approximate number of POWs or
Taliban defectors.

UNCLASSIFIED

7. SPECIAL OPERATIONS FORCES
(SOF)

7.1 Fact that SOF units are being
deployed in support of Operation
ENDURING FREEDOM.

UNCLASSIFIED See Note9

                                                                
9 Classification guidance is under the cognizance of US SOCOM consistent with the Joint Strategic Capabilities Plan (JSCP) and the Theater OPLANS or other
authoritative planning documents.



FOR OFFICIAL USE ONLY 14

ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

7.2 Fact that a SOF Reserve Component
(RC) unit was alerted for activation or
was activated.

UNCLASSIFIED See Note 9.

7.3 Psychological Operations (PSYOP)
planning, operations, and estimates of
effectiveness.

SECRET - TOP
SECRET

See Note 9 -
Classification is
based on specific
mission
(responsibility of
originator).

7.4 Civil Affairs plans and operations. UNCLASSIFIED -
TOP SECRET

See Note 6 -
Classification is
based on specific
mission
(responsibility of
originator).

8. WEAPONS
8.1 Sustainability of deployed major U.S.
weapons.

SECRET See classification
guide for each
weapon.

8.2 Characteristics and capabilities of
conventional U.S. weapons.

UNCLASSIFIED -
TOP SECRET

See classification
guide for each
weapon.

8.3 Lethality and capability of the
aggregate deployed conventional U.S.
weapons systems.

SECRET See classification
guide for each
weapon.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

8.4 Chemical or biological warfare
capabilities, policies, and procedures.

SECRET See classification
guide for each
specific
capabilities.

8.5 Nuclear warfare capabilities, policies,
and procedures as they relate to Operation
ENDURING FREEDOM.

SECRET -
 TOP SECRET10

Classify IAW
appropriate
DoD/DoE joint
topical
classification guide.

8.6 Fact of assignment and/or presence of
nuclear weapons in support of Operation
ENDURING FREEDOM.

TOP SECRET-
FRD

Classify IAW
appropriate
DoD/DoE joint
topical
classification guide.

8.7 Chemical, biological, or nuclear
warfare retaliatory policies and
procedures.

SECRET 1.5a, 1.5e X-4, X-6

8.8 Planned chemical and biological
detection and prevention measures.

SECRET 1.5a, 1.5e X-4

8.9 Individual immunization records. UNCLASSIFIED
8.10 Weapons vulnerability to
countermeasures and availability of
counter-countermeasures.

SECRET See classification
guide for each
weapon.

9. INTELLIGENCE &
INFORMATION OPERATIONS
(other than IA)

                                                                
10 Restricted Data and Formerly Restricted Data controls may be required.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

9.1 Electronic Warfare plans, operations,
and estimates of effectiveness.

SECRET - TOP
SECRET

See Note11.

9.2 Military Deception planning,
operations, and estimates of effectiveness.

SECRET - TOP
SECRET

See Note 11.

9.3 Counterdeception and Counter-
propaganda plans and operations.

SECRET See Note 11.

9.4 Counterintelligence plans and
operations.

SECRET -
TOP SECRET

See Extract of
DoDI-C-5240.8 at
Appendix D

9.5 Information concerning human
intelligence (HUMINT) sources and
methods and other sensitive intelligence
sources and methods used in support of
Operation ENDURING FREEDOM.

SECRET -
TOP SECRET

See Note 11.

9.6 Intelligence information obtained
from HUMINT.

CONFIDENTIAL See Note 11.

9.7 Intelligence information obtained
from other sources.

CONFIDENTIAL -
TOP SECRET

See Note 11.

9.8 Computer Network Attack (CNA)
intelligence assessments.

SECRET - TOP
SECRET

See Note 11.

9.9 Specific methods, technologies, or
plans relating to Counter Network Attacks
weapons.

SECRET - TOP
SECRET

See Note 11.

                                                                
11 Classification guidance shall be determined by member agencies of the intelligence community.  The use of control and dissemination caveats such as No
Foreign Dissemination (NOFORN) and Originator Control (ORCON) shall be followed.  Information Operations guidance is found in DoDI-S-3600.2.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

10. PERSONNEL
10.1 Unit personnel lists, recall rosters, or
other documents containing personal
information of military personnel, DoD
civilians, or contractors.

FOR OFFICIAL
USE ONLY

Adhere to proper
OPSEC procedures
to protect
individuals and
their families12.

10.2 Professional Filler System (PROFIS)
personnel information.

UNCLASSIFIED See note above.

10.3  Personnel Status Report
(PERSTAT) and Related Reports.

UNCLASSIFIED-
SECRET

1.5g Declassify upon elimination
of vulnerability

Classified when the
number of
personnel by
location or
specificity of
information
identifies an
operational
vulnerability.

11. Financial Management
11.1 Overall, detailed Operation
ENDURING FREEDOM financial plans

CONFIDENTIAL Originating agency
decision required.

11.2 Source vendors and associated
financing for logistics purchased in
support of theater operations

CONFIDENTIAL -
SECRET

Originating agency
decision required.

                                                                
12 Special Privacy Act and Freedom of Information Act disclosure and protection rules apply.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

11.3 Specific details of funding
agreements between Alliance & Host
Nations in support of Operation
ENDURING FREEDOM that have not
been published by the allied country’s
government and which would reveal
information classified by this guidance or
by the allied country.

SECRET 1.5b X-8 See Note 3

11.4 Paying agent operations within the
local theater

CONFIDENTIAL -
SECRET

Originating agency
decision required.

12. Medical
12.1 Medical Surveillance. UNCLASSIFIED -

SECRET
1.5g 60 days after mission or when

vulnerability is mitigated
UNCLASS - When
the level of detail is
generic
CONF - Raw
numbers reflecting
trends and
environmental
studies
SECRET -
Exploitable
vulnerabilities such
as disease,
nonbattle injuries
(DNBI) rates.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

12.2 Blood Reports. UNCLASSIFIED -
SECRET

1.5g 60 days after mission UNCLASS - When
the level of detail is
generic and lacks
exploitable
specifics
CONF - Number of
units by type,
location, trends, etc.
that would reflect
shortfalls or
mission
vulnerability
SECRET -
Movement or
utilization of blood
units (intra-theater).
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APPENDIX C
Classification Guidance for Operation NOBLE EAGLE

ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

1. UNIT DEPLOYMENT DATA
1.1 Identity of units deployed in support
of, or planned for deployment in support
of, Operation NOBLE EAGLE that have
not been announced through official
Public Affairs (PA) channels.

CONFIDENTIAL 1.5a Declassify upon completion
of deployment or official

announcement of
deployment

1.2 Specific geographic location of units
or individuals deployed in support of
Operation NOBLE EAGLE.

UNCLASSIFIED -
SECRET RELCAN

1.5a Declassify 30 days following
termination of deployment,
unless otherwise specified.

See Note2

UNCLASSIFIED if
announced through
official channels.
SECRET-RELCAN if
reveals info ref land,
maritime, or air
operations in support of
homeland defense (HD).

2. LOGISTICS DATA

                                                                
1 The Reason and Declassification Instructions are only annotated for original classification decisions.  Additional guidance referring to information already
under the classification cognizance of another office or agencies are addressed here for reference.  In all cases, classification challenges and appeals for derivative
entries should be addressed to the OCA or OPR for that data.  Shaded blocks refer to derivative decisions.
2 Classification guidance provided from Joint Staff specifies Release to Canada.  Any release of specific items of classified information must comply with
National Disclosure Policies, DoDD 5230.11.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

2.1 Overall, detailed Operation NOBLE
EAGLE logistics plans.

SECRET RELCAN 1.5a, 1.5g Declassify 1 year after
termination of Operation

NOBLE EAGLE

See Note 2.

2.2 Details of logistics shortfalls
negatively impacting mission
accomplishment or that identify
vulnerabilities that could be exploited.

SECRET RELCAN 1.5a, 1.5g X-4 See Note 2.

3. FLOW AND TRAVEL DATA
3.1 CONUS travel plans of general
officers and dignitaries.

UNCLASSIFIED-
CONFIDENTIAL

1.5a Declassify upon completion
of travel

UNCLASS-without
specific itinerary( ies)
CONF - with specific
itinerary(ies).
Travel to covert
locations may warrant
higher classification.

3.2 OCONUS travel plans of general
officers and dignitaries, without specific
itineraries.

UNCLASSIFIED Release of travel plans
is left to the discretion
of the traveler.

3.3 OCONUS travel plans of general
officers and dignitaries, related to
operations including specific itineraries.

CONFIDENTIAL 1.5d Declassify upon return to
CONUS or end of travel

Travel to covert location
may require higher
classification.

3.4 Tasking orders, travel orders, and
other similar documents for individual
personnel when associated with Operation
NOBLE EAGLE.

UNCLASSIFIED See Note3.

                                                                
3 Classification may be warranted for intelligence and/or special access program activities, travel or mission support - see individual security classification guide
for additional instructions.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

4. COMMUNICATIONS,
INCLUDING AUTOMATIC DATA
PROCESSING, CRYPTOGRAPHY, &
INFORMATION ASSURANCE (IA)
4.1 Listing of communication network
users (air, ground, and maritime), call
signs, specific frequencies, and
identification of net participants.

SECRET RELCAN 1.5a, 1.5g X-3, X-4 See Note 2.

4.2 Communications effectiveness,
sustainability, and limitations.

SECRET RELCAN 1.5a, 1.5g X-3, X-4 See Note 2.

4.3 Fact that a particular outage
(communications, ADP, or internet)
would degrade command and control,
logistics support, or other functions.

SECRET RELCAN 1.5a, .1.5g X-4 See Note 2.

4.4 Alternative Command and Control
site plans.

SECRET 1.5a, 1.5g Declassify 30 days after end
of Operation NOBLE

EAGLE.
4.5 Scheduled downtime for satellites or
tactical systems supporting Operation
NOBLE EAGLE.

SECRET 1.5a, 1.5g Declassify 30 days after
termination of Operation

NOBLE EAGLE
4.6 Complete list of CRYPTOGRAPHIC
material short titles or a short title with
active edition.

CONFIDENTIAL-
SECRET RELCAN

1.5a, 1.5c X-1 See Note 2.

4.7 Information regarding
CRYPTOGRAPHIC security violations.

CONFIDENTIAL-
SECRET RELCAN

1.5c X-1 See Note 2.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

4.8 Schematics of the Command, Control,
Communications, and Computers (C4)
architecture for a specific location
supporting Operation NOBLE EAGLE.

UNCLASSIFIED -
SECRET RELCAN

1.5a Declassify 30 days after
termination of Operation

NOBLE EAGLE.

UNCLASS - when
limited to doctrinal
presentation
SECRET - when
overlayed to a specific
location, terrain or
theater.  See Note 2.

4.9 SIPRNET architecture and
configuration.

SECRET See SIPRNET source
guidance for additional
instructions.

4.10 Current INFOCON status of U.S.
forces and installations.

UNCLASSIFIED

4.11 Reason for declaring an increase in
INFOCON level.
(Note: INFOCON labels and General
criteria for INFOCON levels is
Unclassified)

CONFIDENTIAL -
TOP SECRET

Specific reasons for
elevated INFOCON
level are classified
according to sensitivity
of the data (originator
responsibility).4

4.12 Negative operational impact of
attack on U.S. computer systems.

SECRET -
 TOP SECRET

Classified according to
sensitivity of the data
(originator
responsibility).  See
Note4.

                                                                
4 See CJCS Message DTG 161950Z October 01, NOBLE EAGLE EXORD.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

4.13 Defensive measures in response to an
attack on U.S. computer systems.

UNCLASSIFIED -
TOP SECRET

RELCAN

UNCLASS - INFOCON
labels and generic
defensive measures
SECRET to TS - Details
of defense measures tied
to specific INFOCON -
(originating agency
decision).

5. OPERATIONS
5.1 Operation name. UNCLASSIFIED
5.2 Command relationships, agreements,
and memoranda of understanding.

UNCLASSIFIED -
SECRET

See Note 2.

5.3 Concept of operations, total resources
required, and objectives, other than those
specifically stated to the public through
official channels.

SECRET 1.5a, 1.5g X-4

5.4 Vulnerabilities and readiness of U.S.
forces, including personnel, equipment,
and supplies.

SECRET 1.5a, 1.5g X-4 or declassify when
vulnerabilities no longer

exist.
5.5 DEFCON status of Operation NOBLE
EAGLE forces.

SECRET 1.5a, 1.5g Declassify 30 days after
termination of Operation

NOBLE EAGLE.
5.6 Rules of engagement. UNCLASSIFIED -

TOP SECRET
RELCAN

Review Operations
Plans for detailed
instructions.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

5.7 Operation NOBLE EAGLE plans,
plan execution, operational effectiveness,
or other operations-related data that has
not been released through official
channels.

SECRET RELCAN -
TOP SECRET

NOFORN

1.5a, 1.5g X-4 See Note 2.

5.8 Critical Military Occupational
Specialty (MOS) shortages that may
impact Operation NOBLE EAGLE.

UNCLASSIFIED

5.9 Accident and safety data UNCLASSIFIED
6. PLANS AND PROCEDURES FOR
PROTECTION FROM TERRORISM
6.1 Current Force Protection Condition
(FPCON) Status.

UNCLASSIFIED Force protection levels
are based on terrorist
threat levels -
classification dependent
on source threat data.

6.2 Anti-Terrorist/Force Protection (AT-
FP) Information.

CONFIDENTIAL -
TOP SECRET

Classification dependent
on source threat data.
See DoDI 2000.16 for
additional guidance.

6.3 Vulnerability of U.S. installations to
sabotage or penetration.

SECRET 1.5g X-4 Declassify when
vulnerability no longer
exists at any installation.

6.4 Critical Infrastructure Protection (CIP)
Listings.

SECRET -
TOP SECRET

1.5g X-4 SECRET—Major
Command lists.
TOP SECRET—
Compiled lists with
prioritization and
impact.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

6.5 Chemical or biological warfare
capabilities, policies, and procedures.

SECRET 1.5a, 1.5e X-2, X-3, X-4, X-6

6.6 Nuclear warfare capabilities, policies,
and procedures.

SECRET -
TOP SECRET

Classified IAW
applicable DoD/DoE
joint classification
guidance.

6.7 Planned chemical and biological
prevention measures.

SECRET 1.5a, 1.5e X-4

6.8 Monitoring protocols and equipment
for use in detecting the release of
biological, chemical, and radiological
hazards.

CONFIDENTIAL -
SECRET

Originating agency
decision required

6.9 Data pertaining to investigation of
terrorist threats.

UNCLASSIFIED -
TOP SECRET

Classification
determined by source
data.  Data may be Law
Enforcement Sensitive -
safeguard IAW
established rules of
evidence.

6.10 General emergency response and
consequence management plans.

UNCLASSIFIED
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

6.11 General information regarding
efforts to protect U.S. transportation
systems, to include railways, highways,
shipping, ports and waterways; energy
production and distribution; other utilities;
telecommunications; nuclear, chemical,
biological material production storage and
disposal facilities; and other critical
infrastructure services and facilities
within the U.S.

UNCLASSIFIED If related to nuclear
material, equipment &
facilities refer to DoDD
5210.83 for additional
requirements.

6.12 Physical Security Plans. CONFIDENTIAL 1.5a, 1.5e X-4 Complete listing of AT
measures must be
classified IAW DoDI
2000.16 however
extracts may be
unclassified.
Declassify if superceded
by substantially
different plan.

6.13 Operations Security (OPSEC) plans. CONFIDENTIAL 1.5a X-4 Declassify if superceded
by substantially
different plan.
Results of OPSEC
surveys may be
classified higher based
on determination of
sensitivity.

7. RESPONSE TO TERRORIST
ATTACK
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

7.1 Location of Continuity of Operations
(COOP) facilities and assembly area
locations.

UNCLASSIFIED -
SECRET

Refer to Component
COOP or DoDD-S-
3020.26(U).

7.2 Facts relating to COOP activation,
including reason for activating COOP,
persons deploying, deployment timetable,
and any other COOP deployment data.

SECRET Refer to Component
COOP or DoDD-S-
3020.26(U).

7.3 Chemical, biological, or nuclear
warfare retaliatory policies and
procedures.

SECRET Refer to applicable
guides.

7.4 Detailed information regarding efforts
to protect U.S. transportation systems, to
include railways, highways, shipping,
ports and waterways; energy production
and distribution; other utilities;
telecommunications; nuclear, chemical,
biological material production storage and
disposal facilities; and other critical
infrastructure services and facilities
within the U.S.

SECRET RELCAN 1.5f, 1.5g X-2, X-4 See Note 2 and refer to
additional classification
guidance from specific
program or facility.

7.5 Details of emergency response to
terrorist attack, including rescue and
recovery operations.

CONFIDENTIAL 1.5a Declassify after response
completed

7.6  Casualty data relating to a chemical,
biological, or nuclear attack, including
details of triage, transport, and treatment
of contaminated casualties.

CONFIDENTIAL 1.5a, 1.5e X-4 Declassification of
individual casualty data
upon notification of
family.

7.7 General information regarding
dedicated and random air caps.

UNCLASSIFIED
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

7.8 Detailed information regarding
dedicated and random air caps and ground
alert fighter coverage, including area of
coverage, planned time on station, and
ground alert fighter response times.

SECRET RELCAN 1.5a X-4 Declassification of
individual data upon
completion of that
portion of mission.

8. INTELLIGENCE &
INFORMATION OPERATIONS
(other than IA)
8.1 Counterintelligence plans and
operations.

SECRET -
TOP SECRET

See DoDI-C-5240.8

8.2 Information concerning human
intelligence (HUMINT) sources and
methods, and other sensitive intelligence
sources and methods used in support of
Operation NOBLE EAGLE.

SECRET -
TOP SECRET

See Note5.

8.3 Intelligence information obtained
from HUMINT pertaining to HLS.

SECRET -
TOP SECRET

See Note 5.

8.4 Intelligence information obtained
from other sources pertaining to HLS.

SECRET -
TOP SECRET

See Note 5.

8.5 Computer Network Attack (CNA)
intelligence assessments.

SECRET NOFORN -
TOP SECRET

See Note 5.

8.6 Specific methods, technologies, or
plans relating to CNA weapons.

SECRET -
TOP SECRET

See Note 5.

                                                                
5 Classification guidance shall be determined by member agencies of the intelligence community.  The use of control and dissemination caveats such as
NOFORN or ORCON shall be followed.  Information Operations guidance is found in DoDI-S-3600.2.
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ELEMENT OR CATEGORY OF
INFORMATION

CLASSIFICATION REASON 1 DECLASSIFICATION
INSTRUCTIONS OR

EXEMPTION STATUS
(X-1 through X-8)

REMARKS

8.7 Imagery products, UNCLASSIFIED -
TOP SECRET

Purchased imagery are
unclassified and may
include gun camera
products and Ikonos
imagery.  Classification
of imagery will be
determined by National
Imagery and Mapping
Agency.

9. PERSONNEL
9.1 Unit personnel lists, recall rosters, or
other documents containing personal
information of military personnel, DoD
civilians, or contractors.  Applies to all
units.

UNCLASSIFIED Adhere to proper
OPSEC procedures to
protect individuals and
their families.6

9.2 Professional Filler System (PROFIS)
personnel information.

UNCLASSIFIED See Note 6.

                                                                
6 Special controls IAW Privacy Act and Freedom of Information Act - disclosure and protection rules apply.
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APPENDIX D
COUNTERINTELLIGENCE (CI) CLASSIFICATION GUIDANCE

1. DEFINITION.   Information gathered and activities conducted to protect against
espionage, other intelligence activities, international terrorist activities, sabotage,
assassinations conducted for or on behalf of foreign powers, organizations, or
persons; excluding personnel, physical, document, or communications security
programs.  (Source: E. O. 12333)

2. REFERENCE.   DoD–C – Instruction 5240-8 with changes 1 & 2.

3. OFFICE OF PRIMARY RESPONSIBILITY (OPR).  The Director,
Counterintelligence, (OASD C3I), 6000 Defense, Pentagon Room 3C260,
Washington, DC 20301-6000.  Telephone: (703) 697-7641, DSN 227-7641.  Fax:
(703) 695-8217, DSN 225-8217 (unclass.) –8218 (class.).

4. POLICY.
a. National interest requires that certain information be maintained in confidence to

protect our citizens, our democratic institutions, and our participation in the
community of nations.  To do this it is critical to protect DoD CI information,
sources and methods.

b. Classified information will be shared with other CI agencies, and with activities
they support, to the maximum extent possible consistent with operations security
(OPSEC) and an established need-to-know.

5. GENERAL.   The following types of information are normally unclassified:
− Fact that DoD components conduct CI operations.
− Identity of overt offices and detachments.
− Organizational charts, diagrams, and phone books of overt units.
− Overt unit personnel roster and listings.
− Personnel records.
− Movement orders and travel vouchers that do not reveal operational activity.
− CI doctrine, policy, and concepts that do not reveal operational specifics.
− Investigative techniques that do not reveal special technical means.
− Nonspecific statistics on FIS activities.
− Investigative techniques used in sabotage and subversion investigations.
− Defensive security and antiterrorism briefings. (Content used for illustrations may

be classified.)
− Fact that DoD components engage in CI collection.
− Identification of specific overt units.
− Techniques used in overt collection.
− Data correlation tools, link analysis programs, and other automated tools used in

CI analysis.
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− Fact that DoD components conduct protective operations against terrorist
elements.

− Existence of DoD technical countermeasures units.
− General polygraph techniques and equipment used DoD components.

6. CLASSIFICATION LEVELS.   Other than information listed above, CI information
is normally classified CONFIDENTIAL or higher.

       Type Info                                                                      Class            Declass on
− Relations with foreign government agencies. C-S X6
− Use of CI assets in foreign intelligence activities. S X1
− Information related to clandestine CI activities. S X1
− Total CI budget,  detailed budget breakdown. S X1
− Total CI personnel figures. S X1
− Details/specifics of CI operations. S X1
− Vetting procedures. C X1
− CI investigation involving possible espionage. C X3
− Actual investigative procedures in a case. C X1
− Damage assessment. S X1, X3
− Existence of possible sabotage operations against U.S. S X1
− Existence of possible subversive activity against U.S. C X1
− Existence of foreign government diversion of U.S
− Sensitive technology. C X1
− Multidisciplinary CI and OPSEC reports. U-S X1
− Techniques used in CI collection. U-C X1
− Analytical reports/ Threat assessments. C-S X1
− Details of ongoing antiterrorism operations. C-S X1
− Possibility of a terrorist act being planned against U.S.  C-S X1
− Consolidated listing of domestic threat organizations. C X1
− Vulnerability surveys. C X1
− Technical surveillance techniques, schedule of surveys,
− reports and limitations of equipment. S X1
− Polygraph techniques and unique equipment designed
− solely for CI and intelligence operations. S X1
− Effective polygraph countermeasures. S X1.

7. ASSISTANCE.   For assistance on classification matters, contact the nearest CI
support office.  For matters that cannot be resolved or if further assistance is needed,
contact the OPR in paragraph 3, above.
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APPENDIX E -SECDEF
MESSAGE DTG 200601Z OCT 01, SUBJ: PUBLIC AFFAIRS

GUIDANCE (PAG)

R 200601Z OCT 01
FM SECDEF WASHINGTON DC //OASD-PA/DPO//
TO RHEHNSC/NSC WASHINGTON DC
RUEHC/SECSTATE WASHINGTON DC
AIG 8777
RHMFISS/HQ USEUCOM VAIHINGEN GE//ECCC/ECDC/ECPA//
INFO RUEKJCS/SECDEF WASHINGTON DC//OASD-PA/DPO/CHAIRS//
BT
UNCLAS
SUBJECT: PUBLIC AFFAIRS GUIDANCE (PAG) - OPERATION ENDURING FREEDOM
1.  THIS PAG IS PROVIDED IN SUPPORT OF OPERATION ENDURING FREEDOM,
AND SUPERCEDES PREVIOUS GUIDANCE.
2.  OPERATION ENDURING FREEDOM HAS PROGRESSED TO THE POINT THAT
RELEASE OF MOST NEWS, STILL PHOTOGRAPHY AND VIDEO FOOTAGE NO LONGER
REQUIRES APPROVAL BY OASD (PA).  EFFECTIVE IMMEDIATELY, RELEASE
AUTHORITY FOR THESE PRODUCTS IS DELEGATED TO UNIFIED COMMANDERS AND
SERVICES, EXCEPT AS NOTED BELOW.
2.A.  ALL VIDEO AND STILL PRODUCTS MUST BE PROVIDED TO THE JOINT
COMBAT CAMERA CENTER PRIOR TO OR COINCIDENT WITH RELEASE. SEE
HTTP://DODIMAGERY.AFIS.OSD.MIL/DODIMAGERY/HOME.HTML FOR DETAILS ON
SENDING PRODUCTS TO JCCC.
2.B.  NEWS AND IMAGERY PRODUCTS EXPECTED TO GENERATE NATIONAL OR
INTERNATIONAL MEDIA INTEREST WILL BE BROUGHT TO THE ATTENTION OF THE
DOD PRESS OFFICE IN OASD (PA) PRIOR TO RELEASE.
2.C.  NEWS AND IMAGERY PRODUCTS DESCRIBING OR DEPICTING DEPLOYED
GROUND FORCES (INCLUDING MARINES ASHORE) OR DEPLOYED SPECIAL
OPERATIONS FORCES (EXCLUDING COMMANDO SOLO) ARE NOT AUTHORIZED FOR
RELEASE AT THIS TIME.
2.D.  AUTHORITY TO RELEASE GUN CAMERA, WEAPON SYSTEM VIDEO AND OTHER
BDA-RELATED IMAGERY, OR ISR PRODUCTS IS RESERVED BY THE SECDEF.
PRODUCTS RECOMMENDED FOR RELEASE SHOULD BE FORWARDED TO NMCC/NMJIC
AND SUPPORTED CINC J3 FOR CONSIDERATION.
3. LOCATIONS.
3.A. LOCATIONS WITHIN THE CENCTOM AOR.
3.A.1. NEWS AND IMAGERY PRODUCTS FROM AFLOAT UNITS SHOULD INDICATE
ONLY THAT THE UNIT IS OPERATING WITHIN THE CENTCOM AOR IN SUPPORT OF
OPERATION ENDURING FREEDOM.
3.A.2. NEWS AND IMAGERY PRODUCTS THAT IDENTIFY OR INCLUDE
IDENTIFIABLE FEATURES OF SPECIFIC DEPLOYED LOCATIONS ASHORE WITHIN
THE CENTCOM AOR ARE NOT AUTHORIZED FOR RELEASE AT THIS TIME.
3.B. NEWS AND IMAGERY PRODUCTS MAY IDENTIFY DIEGO GARCIA AS AN
OPERATING LOCATION FOR AIRCRAFT SUPPORTING ENDURING FREEDOM.
4. MILITARY PERSONNEL ARE ENCOURAGED TO ALLOW USE OF THEIR FULL NAME
AND HOMETOWN IN MEDIA INTERVIEWS, PHOTO CAPTIONS AND THE LIKE, BUT
ARE NOT REQUIRED TO DO SO. OPTIONS INCLUDE USING ONLY FIRST NAME OR
CALL SIGN OR DECLINING TO BE IDENTIFIED AT ALL.
5.  EMBEDDED MEDIA.
5.A. COMMANDERS ARE NOT AUTHORIZED TO ALLOW MEDIA COVERAGE OF OR TO
EMBED MEDIA WITH DEPLOYED GROUND FORCES (INCLUDING MARINES ASHORE) AT
THIS TIME.
5.B.  COMMANDERS ARE NOT AUTHORIZED TO ALLOW MEDIA COVERAGE OF OR TO
EMBED MEDIA WITH DEPLOYED SPECIAL OPERATIONS FORCES (EXCLUDING
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COMMANDO SOLO) AT THIS TIME.
5.C.  COMMANDERS ARE AUTHORIZED TO ALLOW MEDIA COVERAGE OF AND TO
EMBED MEDIA IN SHIPS (INCLUDING THE ARG) AND OPERATIONAL AND SUPPORT
AIRCRAFT, SUBJECT TO THE CONCURRENCE OF THE SUPPORTED CINC AND THE
CONDITIONS IN PARAGRAPHS 3.A.2.A. THROUGH 3.A.2.C. OF SECDEF PAG
MESSAGE DTG 242350Z SEP 01.
6.  POC AT OASD (PA) IS THE DOD PRESS OPERATIONS OFFICE AT
(703) 697-5131 OR DSN 227-5131, FAX (703) 697-3501 OR DSN 227-3501,
E-MAIL NEWSDESK@OSD.MIL
BT
APPENDIX E TO INTERIM SECURITY CLASSIFICATION GUIDE
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APPENDIX F - DEFINITIONS & ACRONYMS

Explanation of Terms.  The following is a list of terms used in this guide:

Analysis The process by which information is examined to identify significant facts
and derive conclusions.

Classification
Guide

Classification guidance issued by an original classification authority that
identifies elements of information regarding a specific subject that must be
classified and establishes the level and duration of classification for each such
element.

Classified
National
Security
Information

Information that has been determined to require protection against
unauthorized disclosure and is marked to indicate its classified status when in
documentary form.

Classification
Levels

Top Secret: Applied to information, the unauthorized disclosure of which
reasonably could be expected to cause exceptionally grave damage to
national security that the original classification authority is able to identify or
describe.

Secret: Applied to information, the unauthorized disclosure of which
reasonably could be expected to cause serious damage to the national
security that the original classification authority is able to identify or describe.

Confidential: Applied to information, the unauthorized disclosure of which
reasonably could be expected to cause damage to the national security that
the original classification authority is able to identify or describe.

Compilation Individually unclassified items that may be classified if the compiled
information reveals an additional association or relationship that meets the
standards for classification and is not otherwise revealed in the individual
items of information.  The aggregation of pre-existing unclassified
information may be classified through compilation.

Component(s) Office of the Secretary of Defense, the Military Departments, the Chairman of
the Joint Chiefs of Staff, the Combatant Commands, The Inspector General of
the Department of Defense, the Defense Agencies, and the DoD Field
Activities.

Critical Asset(s) Any facility, equipment, service or resource considered essential to DoD
operations in peace, crisis and war and warranting measures of precautions to
ensure its continued efficient operations, protection from disruption,
degradation or destruction, and timely restoration.  Critical Assets may be
DoD assets or other government or private assets, (e.g., Industrial or
Infrastructure Critical Assets), domestic or foreign, whose disruption or loss
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would render DoD Critical Assets ineffective or otherwise seriously disrupt
DoD operations.  Assets include both traditional "physical" facilities and
equipment, nonphysical assets (such as software systems) or "assets" that are
distributed in nature (such as command and control networks, wide area
networks, or similar computer-based networks).

Declassification The authorized change in the status of information from classified information
to unclassified information.

Derivative
Classification

The incorporating, paraphrasing, restating, or generating in new form
information that is already classified, and marking the newly developed
material consistent with the classification markings that apply to the source
information.

For Official Use
Only (FOUO)

A designation that is applied to unclassified information that may be exempt
from mandatory release to the public under the Freedom of Information Act
(FOIA).

Homeland
Defense

The protection of the United States territory, domestic population, and critical
infrastructure against military or terrorist attack emanating from outside the
United States.

Homeland
Security

The preparation for, prevention, preemption, deterrence of and defense
against, aggression targeted at the United States territory, sovereignty,
domestic population, and infrastructure; as well as the management of the
consequences of such aggression, and other domestic civil support.

Infrastructure The framework of interdependent physical and cyber-based systems
comprising identifiable industries, institutions, and distribution capabilities
that provide a continual flow of goods and services essential to the defense
and economic security of the United States, the functioning of government at
all levels, or society as a whole.

Multiple
Sources

Two or more source documents, classification guides or a combination of
both.

Original
Classification
Authority

An individual authorized in writing, either by the President or by agency
heads to classify information in the first instance.

Threat Any circumstance or event with the potential to cause harm to an
infrastructure system or capability in the form of destruction, disruption,
and/or denial of service.

Vulnerability The susceptibility to attack or damage.
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Acronyms

CNA Computer Network Attack

CND Computer Network Defense

CI Counterintelligence or Critical Infrastructure (see context)

CIP Critical Infrastructure Protection

EF ENDURING FREEDOM

EO Executive Order

FOIA Freedom of Information Act

NE NOBLE EAGLE

OCA Original Classification Authority


